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The Department of Justice (DOJ) Office of the Inspector General (OIG) initiated this investigation upon
the receipt of information from the United States Marshals Service (USMS) Office of Professional
Responsibility-Internal Affairs regarding a complaint that the USMS had received from
, alleging misconduct by the United States Marshal.

Specifically, alleged that misused information
that he obtained while serving as to enter the secure, restricted area of th County Sherniff’s

Office and then proceeded to enter the jail without authorization.

During the course of the investigation, the OIG found indications that did not demonstrate the
highest standards of personal conduct expected of USMS employees by entering a restricted area of the
County Jail without authorization.

However, the OIG mvestigation substantiated the allegation that violated the USMS
hout authorization

Code of Professional Responsibility when he entered the restricted area of the jail wit
thereby violating- state law, specifically Title 35, Criminal Law and Procedure
(trespass). Additionally, by violating state law, failed to demonstrate the highest
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standards of personal conduct expected of USMS employees.

The OIG reviewed video surveillance recordings of the Sheriff’s Office which caphu‘edH using
the keypad in the lobby of the Sheniff’s office to gain access to the administrative area of the office, and
that he subsequently proceeded unescorted to the booking station located within the restricted area of the
jail. The door leading from the administrative area to the jail had a posted sign on it which clearly
indicated that unauthorized individuals were not allowed in into the jail. _, the
officer in charge on the date of the incident involvin , told the OIG she had left the door

propped open after getting coffee, which allowed to open the door and enter the restricted area
of the jail without being given access by an officer.

Three sheriff office employees told the OIG that
his access to the restricted area of the jail or
addition, video surveillance recordings showed no evidence that
credentials or badge when accessing the facility

osition as a U.S. Marshal had no bearing on

Sheriff office personnel also told the OIG that a member of the general public seeking to bond an mmate
out of jail after hours and on weekends was required to enter the front lobby of the sheriff’s office and
use an intercom system to speak with an officer. The individual would then pay the bond using the kiosk
machine located in the lobby. The witnesses stated that members of the public were not allowed in the
restricted booking area of the jail while posting bond for an inmate.

, told the OIG that
was and that, after arrest, he calle County
Shenff’s Office , who told him that was eligible for a bond.

said he subseiuently went to the sheriff’s office and used the key code Iireviously provided to

him while he was to enter the administrative area of the office. stated that he

expected to come in contact with an officer after entering the administrative area, but he instead found the
secure inner door to the jail ajar. said that he opened the door, walked back to the jailor’s
station where he came in contact with

said that he had entered the restricted areas of the jail on his own
, and 1t seemed odd
through an intercom system in lieu of talking to them face to

to hold a conversation
face.

. stated that he did not present his USMS badge or credentials to any jail otficer when entering the
facility 01‘#. said that there was no need to present himself as the U.S. Marshal

because everyone 1n the facility knew him
The U.S. Attorney’s Office did not deem the matter to concern a
Iiotential federal offense. County, Prosecutor’s Office declined criminal prosecution of

The OIG has completed its investigation and is providing this report to the USMS for appropriate action.

Unless otherwise noted, the OIG applies the preponderance of the evidence standard in determining
whether DOJ personnel have committed misconduct. The Merit Systems Protection Board applies this
same standard when reviewing a federal agency's decision to take adverse action against an employee
based on such misconduct. See 5 U.S.C. § 7701(c)(1)(B); 5 C.F.R. § 1201.56(b)(1)(11).
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DETAILS OF INVESTIGATION

Predication

The Department of Justice (DOJ) Office of the Inspector General (OIG) initiated this investigation upon
the receipt of information from the United States Marshals Service (USMS) Office of Professional

Responsibility-Internal Affairs regarding a complaint that the USMS had received from
, alleging misconduct by the United States Marshal.

misused mformation
County Shenff’s

Specitically, alleged that on
that he obtained while serving a to enter the secure. restricted area of the

Office and then proceeded to enter the jail without authorization.

Investigative Process

The OIG’s investigative process consisted of the following:

Interviews of the following -C ounty employees:

An mterview of _ U.S. Marshal.

Reviews of the following:

e Video from th- County Jail surveillance system

USMS training records for-
Alleged Misuse of Position by-

The mformation provided in the letter from
that he had obtained

alleged tha misused information
to gain access to a restricted area of the

- County Sheriff’s Office and make entry to the jail.
U.S. Department of Justice PAGE: 3
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5 C.F.R. § 2635.702, Standards of Ethical Conduct for Employees of the Executive Branch (Use of
Public Office for Private Gain), states in pertinent part:

An employee shall not use his public office for his own private gain, for the endorsement of any
product, service or enterprise, or for the private gain of friends, relatives, or persons with whom the
employee is affiliated in a nongovernmental capacity, including nonprofit organizations of which the
employee 1s an officer or member, and persons with whom the employee has or seeks employment or
business relations. . .

(a) Inducement or coercion of benefits.

An employee shall not use or permit the use of his Government position or title or any
authority associated with his public office in a manner that is intended to coerce or induce
another person, mcluding a subordinate, to provide any benefit, financial or otherwise, to
himself or to friends, relatives, or persons with whom the employee is affiliated in a
nongovernmental capacity.

g- first-hand, but
stated he learned that

told the OIG that he did not witness the incident involvin
looked into the matter after being notifi actions.
to gain access to the

F used a key code 1ssued to hin

admunistrative area of the sheriff’s office. e learned that afte
entered this area, he continued to enter the jail through a door with a posted sign on it which clearly
indicated that unauthorized individuals were not allowed in that area. According to after

entering the jail, roceeded unescorted to the jail booking station where he requested to post
bond for inmate

The OIG reviewed th County Sheniff Office’s video surveillance recordings from the time of the
incident. The video showed using the keypad in the lobby of the sheriff’s office to gain access
to the administrative office area. There was no video available showing the door leading from the
administrative office area, whichE had entered, to the jail area. The video next showed *
appearing, unescorted, at the booking station located within the restricted area of the jail. The recordings
did not shov presenting his USMS credentials or other identification to any jail officer when
entering the restricted areas of the sheriff’s office or . The video contained
no corresponding audio of interaction with jail staft at the booking station, and

told the OIG the audio was likely not captured due

to the poor quality oi the microphone 1n that area.

. who was the officer in charge at the jail on the date of the incident involvin,
told the OIG that she had left the usually-locked door leading from the administrative office area to the
jail propped open after getting coffee, which allowed to enter the restricted area of the jail

without being given access by an officer. further told the OIG that, because the door was left
osition as the U.S. Marshal did not help facilitate his entry into the restricted area of
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all told the OIG that a member of the general public seeking to bond an
inmate out of jail after hours and on weekends was required to enter the front lobby of the sheriff’s office
and use an intercom system to speak with an officer. The individual would then pay the bond using the
kiosk machine located in the lobby. stated that members of the public were not
allowed in the restricted booking area of the jail while posting bond for an inmate.

County jail employees m told the OIG that they
within the secure area of the jail. One of the witnesses told the OIG that

he thought that at the time of the incident, while the other two witnesses told
the OIG they were aware tha had been previously (having resigned
prior to the incident). All three witnesses told the OIG that, to their knowledge, did
not use his position as the U.S. Marshal to gain access to the restricted area of the jail. None of the
witnesses mentioned how entered the building.

Three additiona
personally witnesse

told the OIG he then went to the jail and admitted
that, upon arriving at the jail, he used the key code previously provided to him in his position as Sheriff
to enter the administrative office area. —emered the area expecting to come in contact with an
officer, but instead found the secure door leading to the jail ajar. said he opened the ajar door,
walked to the jail booking station,

said that he did not present his USMS credentials or badge to any jail staff and did
not need to do so, because everi'one working in the facility knew him as*

U.S. Department of Justice PAGE: 5

Office of the Inspector General case NuMmeER: [
DATE: September 16, 2019



A% Posted to DO OIG
H roin Reading Roam After
& Earlicr FOIA Releast

0IG’s Conclusion

The OIG investigation found that, m improperly gained access to the administrative area of
the Sheriff’s Office using the key code that had been provided for his use while he was

Alleged Violations of the USMS Code of Professional Responsibility

‘While mnvestigating the allegation that

misused information that he had obtained during

to gain access to a restricted area of the -County Sheriff’s Office and
jail, the OIG examied actions as they relate to state law governing trespass.

Additionally, the OIG found indications that by entering the administrative area of the County
Sheriff’s Office and making entry into the restricted jail without authorization,
demonstrate the highest standards of personal conduct expected of USMS employees.

A person who not having a contractual interest i the property, knowingly or mtentionally enters the

real property of another person after having been denied entry by the other person or that person’s
agent.. .commits criminal trespass, a Class A misdemeanor.

Subsection (c)(2) states in pertinent part that:

A person has been denied entry under subsection (b)(1) when the person has been denied entry by

means of posting or exhibiting a notice at the main entrance in a manner that is either prescribed by
law or likely to come to the attention of the public...

USMS Policy Directive 1.7, Code of Professional Responsibility, Section F, states in pertinent part:

28. Conduct: Avoid any criminal, infamous, dishonest, immoral, or notoriously disgraceful
conduct. ..

29. High Standards: Demonstrate the highest standards of personal and moral conduct expected of
law enforcement officers and other government employees.

told the OIG that the door leading from the Sheriff Office’s administrative area to the jail

was a restricted area designated by a sign posted on the door clearly indicating that unauthorized
individuals were not allowed in the area.
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told the OIG that she had left the door leading from the administrative office area to the
jail propped open which allowed- to enter the jail without being given access by an officer.

As noted above,_ all described to the OIG a similar process by which a
member of the general public seeking to bond an inmate out of jail after hours and on weekends would
enter the front lobby of the sheriff’s office and use an intercom system to speak with an officer. The
individual would then pay the bond using the kiosk machine located in the lobby.

stated that members of the public were not allowed in the restricted booking area of the jail while
posting bond for an inmate.

Video evidence showed and admitted that, upon arriving at the sheriff’s office, he used the key
code previously provided to him in his positioni to enter the Sheriff Office’s administrative
office area. ﬁ told the OIG that, upon entering the administrative office area, he expected to
come 1n contact with an officer. Instead, said he found the usually secure and locked door
leading to the jail ajar. said he opened the door, entered the restricted jail area, and walked to
the jail booking station where he encountered also told the OIG that, while members
of the general public bonded inmates out using the kiosk in the front lobby of the sheriff’s office, he also

was aware from his time that, in practice, acquaintances of jail staff members were allowed in
the restricted area if they needed to post bond for someone.

said that he entered the restricted area of the jail on the date in question because 1t seemed odd to have a
conversation the intercom system. in lieu of talking with them face to face.

OIG’s Conclusion

The OIG investigation concluded that violated USMS Policy Directive 1.7, Code of
Professional Responsibility, Section F, and committed misconduct by: 1) using the key code that had
been provided to him in his position to gain access to the administrative area of the sheriff’s
office and 2) entering unescorted through a propped open door into the restricted area of the jail facility.

The key code for access to the administrative area of the sheriff’s office was provided to
_ and - was not authorized to use it following his resignation
After using the key code without authorization to enter the Sheriff’s office, then knowngl
entered into a restricted area of the jail facility through a door that was ajar with a sign posted on it
stating that unauthorized individuals were not allowed to enter the jail area. -(munderstood that
the jail area was a restricted area because he admitted expecting to come into contact with an officer

upon entering the administrative area and before being able to enter the jail area. Indeed, as we were
told by_, a member of the general public, which- was at the time
of these events, would not have been allowed into the restricted booking area of the jail while posting
bond for an inmate. Rather, after hours and on weekends, members of the public were required to enter

the front lobby of the Sheriff’s office, use an intercom system to speak with an officer, and then pay for
the bond using the kiosk machine located in the lobby of the Sheriff’s office.

* asserted that it was the practice of the Sheriff’s office to treat acquaintances of jail staff
members differently and allow them into the restricted area of the jail in order to post bond for an
mnmate. However, even if that claim was true, this was not a situation where jail staff gave-
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access to either the Sheriff’s administrative office or the jail. Rather, this was a situation where
gave himself access to the administrative office using a code provided to him when he was
then took advantage of a door being ajar to give himself access to the jail area.

Accordingly, by using the key code without authorization to access the administrative area of the
Sheriff’s Office and then proceeding unescorted into the restricted jail facility, trespassed in
violation o* By violating -sta‘re law, commutted a violation of
USMS Policy Directive 1.7, Section F.28. Similarly, by using the access code without authorization and
by entering the restricted area of the sheriff’s office without an escort or authorization, failed to
demonstrate high standards of personal conduct as alleged. actions constituted administrative
misconduct in violation of USMS Policy Directive 1.7, Section F.29.

The U.S. Attorney’s Office did not deem the matter to concemn a
potential federal offense. County. Prosecutor’s Office declined criminal prosecution

of

The OIG has completed its imnvestigation and is providing this report to the USMS for appropriate action.
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